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Forderinitiative zum Sichern gefahrdeter Datenbestande
und zur Datenresilienz

1. Ziel der Forderinitiative
Die Forderinitiative verfolgt das Ziel, Datensatze und Forschungsergebnisse aus Repositorien
im Ausland, die fur die deutsche Forschung besonders wichtig sind und bei denen Gefahr
besteht, dass sie bereits jetzt bzw. klinftig nicht mehr fir die Forschung zur Verfliigung stehen,
zu sichern und idealerweise flr die Wissenschaft verfugbar zu machen. Zu diesem Zwecke
werden MalRnahmen in der Breite geférdert, die nachweislich zur Sicherung von wissenschaft-
lichen Daten und Forschungsergebnissen beitragen, sei es Uber die Beschaffung von Spei-
cherkapazitaten, die Bereitstellung personeller Ressourcen flir das Erschliefien, Kuratieren
oder die fachliche Aggregierung von Daten, rechtliche Prifungen oder aber die Einbindung in
Uberregionale oder europaische Strukturen. Ebenso kann die Entwicklung von Rahmenbedin-
gungen und Technologien zur Einbindung entsprechender Repositorien in Gberregionale oder
europaische Verblinde/Clouds geférdert werden. Im Rahmen der Forderinitiative konnen bei-

spielsweise geférdert werden:

a. Konkrete MaRnahmen zur Datensicherung: Es ist davon auszugehen, dass eine Vielzahl

potenziell gefahrdeter Datensatze noch nicht gesichert wurde, so dass Mittel zur Verfiigung
gestellt werden, um die Ubernahme von Besténden, Datensétzen und Forschungsergebnissen
mdglichst zeitnah zu sichern, diese unter fachlichen Gesichtspunkten zu aggregieren und er-
neut verfligbar zu machen. Bei den zu beantragenden Mitteln ist davon auszugehen, dass
neben Speicherkapazitaten auch qualifiziertes Personal wie Datenkurator*innen mit spezifi-
scher Kenntnis von Daten(infra)strukturen bendétigt werden. Dementsprechend werden die fir
das zukunftige Sichern von Daten erforderlichen Personal-, Sach- und Investitionsmittel gefor-
dert.

b. Integration in den Europaischen Forschungsraum: Im Rahmen derzeitig laufender Bestre-

bungen eine europaische Infrastruktur fir Forschungsdaten und -ergebnisse aufzubauen, wie
z.B. der European Open Science Cloud (EOSC), oder innerhalb bestehender europaischer
Verblinde und Forschungsinfrastrukturen, werden Vorhaben zu dem Zweck geférdert, eine
resiliente Daten-Infrastruktur aufzubauen. Resilienz speist sich wesentlich aus dem redundan-
ten Vorhalten von Daten, das idealerweise auf einer europaischen Ebene umgesetzt wird. Zu
diesem Zwecke werden Initiativen geférdert, die einen Beitrag dazu leisten, in Deutschland

gesicherte Daten auch Uber haufig thematisch ausgerichtete europaische Dateninfrastrukturen
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verfugbar zu machen, sowie Projekte, die zum Aufbau einer verteilten und vernetzten Spei-

cher- bzw. Dateninfrastruktur fihren.

2. Fristen
Die Foérderinitiative ist auf die Jahre 2026 und 2027 begrenzt. Antrage zur Férderung von Ini-
tiativen zur Datensicherung kénnen kontinuierlich bis zum 30. September 2027 eingereicht
werden. Bei positivem Bewilligungsbescheid missen die Mittel aufgrund des Haushaltsjahr-
lichkeitsprinzips bis Ende Dezember 2026 bzw. 2027 abgerufen und in der Regel bis zum 31.
Januar 2027 bzw. 31. Dezember 2027 verausgabt worden sein. Aus dem gleichen Grund kon-
nen Projekte bis maximal 31. Dezember 2027 geférdert werden, was gleichzeitig dem Ende

der Projektlaufzeit entspricht.

3. Leitfaden fiir die Antragstellung
Bitte entnehmen Sie dem beigefugten Leitfaden fur die Antragstellung weitere Details zur For-
derinitiative, zu den Antragsrahmenbedingungen, zur Antragsstruktur sowie eine Beschrei-

bung der férderfahigen Kosten.

4. Ansprechpersonen
Fir Fragen zur Foérderinitiative und Rahmenbedingungen fiir die Antragstellung, wenden Sie
sich bitte an:
- Administrative und technische Fragen: Katja Fleischer, E-Mail: foerderung-datensiche-
rung@dfg.de, Tel. : +49 (228) 885 3114
- Inhaltliche Fragen: Dr. Kathrin Winkler, E-Mail: foerderung-datensicherung@dfg.de,
Tel. : +49 (228) 885 2201
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